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Privacy Policy 
 
 

We understan d th at the pr ivacy of your information is impor tant to you a n d 
we  respect the conf identiality of the information th at you prov ide to us . 
Protect ing your information is a n impor tant par t of m a in ta i n i n g trust 
between u s a n d our cl ients a n d  by h a n d l i n g  information in a secure man ner  
we  b u i l d  strong business re lationships .  

 
This Pr ivacy Po l icy outlines how S i m p l i f y  F i n a n c i a l  P l a n n i n g  m a n a g e s  the 
personal information about cl ients it may  co l lect , ho ld , use a n d  disclose. We 
are co m m i tted to pro tect ing your pr ivacy a n d  the conf identiality of your 
personal information in accordance  w i t h the Pr ivacy A c t  1988 (Pr ivacy Act)  
a n d  the Austral ian Pr ivacy Pr inciples ,  w h i c h  th is po l icy is based on . 

 
The purpose of th is po l icy is to cover the Pr ivacy a n d  D at a secur ity of 
information m a n a g e d  through S i m p l i f y  F i n a n c i a l  P l a n n i n g  a n d  its 
l icensee S implify L icensing Pty L t d .   
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We collect, hold, use and disclose personal informaƟon so we can provide you with financial 
products, advice and service relevant to your needs. We may also collect, use and disclose your 
informaƟon for related purposes such as: 

 Complying with our legal obligaƟons, such as verifying your idenƟty  
 AssisƟng with your quesƟons and complaints 
 Arranging for services to be provided by third parƟes 
 Internal operaƟons, such as record keeping, data analyƟcs, audiƟng or training  
 PromoƟon of other products and services that may be of interest to you 

 
 
 
 

We ask people for a range of personal informaƟon to assist us in providing relevant products and 
services. The informaƟon we collect could include (but is not limited to) your name, date of birth, 
contact details, financial informaƟon including your credit card and banking details, Tax File Number 
or ABN/ACN, employment details, residency and ciƟzenship status. We may also collect the personal 
informaƟon of your family members where it is relevant to the advice being provided. 

We may also collect sensiƟve informaƟon about your medical history and their health and lifestyle to 
provide financial advice about life insurance products. 

In most instances, we collect personal informaƟon directly from that person when they:  
 complete a financial product applicaƟon form, 
 complete an idenƟficaƟon form,  
 complete data collecƟon documentaƟon, 
 interact with an online interacƟve tool such as a budget planner,  
 provide documentaƟon to us, or 
 when you communicate with us in person, over the telephone, email, internet or by using 

other electronic devices. 

SituaƟons where we collect personal informaƟon from other people and organisaƟons include (but 
are not limited to): 

 a mortgage broker or other credit representaƟve, 
 other professionals who act on your behalf, such as a lawyer or accountant, health 

professionals, 
 other organisaƟons, who jointly with us, provide products or services to you, and provide 

documentaƟon to us, or 
 social media and publicly available sites. 

We collect personal informaƟon so we can provide our services to you. In addiƟon, we may uƟlise 
this informaƟon to communicate news, promoƟonal offers or special events to you or for markeƟng, 
research, planning and product development purposes. 

This informaƟon is used to assist the conduct of our business, to provide and market our services, to 
communicate with you and most importantly, to help us manage and enhance our service offering to 
you. By providing consent to receive these communicaƟons from us you are acknowledging that the 
consent will remain currently unƟl you advise us otherwise in wriƟng. 
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It is your choice whether to provide your personal informaƟon. You have the right to not to provide 
personal informaƟon, including about your idenƟty. However, in this case, your adviser will warn you 
about the possible consequences and how this may impact on the quality of the advice provided. 
Your adviser may also decline to provide advice if they feel they have insufficient informaƟon to 
proceed. In some instances, we will decline to provide services or advice if we feel we have 
insufficient informaƟon for the scope of the service or advice requested. 

Furthermore, in some circumstances the law requires us to obtain and verify details of photographic 
and non-photographic idenƟficaƟon documents. 

 

 

 

Some personal informaƟon may be collected automaƟcally, without your knowledge, whilst 
navigaƟng through and interacƟng with the content of our websites. The electronic methods of 
collecƟon we use include cookies, log files and web beacons. 

Cookies are a small text or pixel file stored on your device that records informaƟon about your visit 
to our websites. We use cookies to improve your website experience, to serve you with relevant 
informaƟon and to manage your access to certain parts of our websites. You can choose if and how a 
cookie will be accepted by changing your browser seƫngs; but please be aware that this may affect 
your access to some parts of our websites. 

Web beacons are small pixel files that help us beƩer manage content on our websites by allowing us 
to understand usage paƩerns, fix issues, and improve the products and services offered to you on 
our websites. Log files contain informaƟon about the devices and browsers used to access our 
websites and help us to diagnose problems, analyse trends, administer the site or mobile applicaƟon. 

The informaƟon we collect by these electronic means is generally not stored for long – they are 
temporary records – and can include device-specific data or log data such as your IP address, device 
screen size, device type, browser informaƟon, referring domain, pages visited, the date and Ɵme 
website pages were visited, and geographic locaƟon (country only). 

 

 

 
 

NaƟonal Privacy Principle 6 of the Australian Privacy Act 1998 (Cth) allows you to get access to, and 
correct the personal informaƟon we hold about you in certain circumstances. In order to maintain 
the security of your personal informaƟon, we may require you to provide proof of your idenƟty 
before discussing any personal informaƟon such as a CerƟfied Photo IdenƟficaƟon, date of birth and 
address, and passwords or codes. 

There may be a cost involved with locaƟng, copying or sending you the informaƟon you request. The 
cost will be discussed and agreed with you at the Ɵme. 

There may be circumstances where we refuse to provide you with the informaƟon you request, for 
example when the informaƟon is commercially sensiƟve. In these situaƟons, we will inform you and 
provide an explanaƟon as to why. 
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We will deal with requests for access to your personal informaƟon as soon as possible and aim to 
respond within 30 business days. The Ɵme we require will depend on the type of informaƟon 
requested. 

We will update your personal informaƟon if you contact us. In most cases, you can update your 
personal informaƟon over the phone, by contacƟng your adviser or electronically. 

 

 

 
From Ɵme to Ɵme we may share your personal informaƟon with other enƟƟes both within and 
outside of the Licensee. This will vary according to the product or service involved, but could include: 

 any person acƟng on your behalf, including your mortgage broker, solicitor, accountant, 
executor, administrator, trustee, guardian or aƩorney 

 financial product and service providers, including financial planning soŌware providers and 
paraplanners for corporate superannuaƟon members, your employer or your employer's 
financial adviser 

 lenders and other credit providers 
 other organisaƟons within the Licensee including related bodies corporate and advice firms 

we have authorised, 
 medical pracƟƟoners and health service providers, such as pathology services 
 companies involved in the payments system including financial insƟtuƟons, merchants and 

payment organisaƟons 
 organisaƟons who assist us with certain business funcƟons, such as auditors, compliance 

consultants, direct markeƟng, debt recovery and informaƟon and communicaƟon technology 
support 

 our solicitors, our insurers, courts, tribunals and dispute resoluƟon organisaƟons 
 other organisaƟons who provide us with products and services so that they may provide 

their products and services to you or contact you on our behalf, and/or 
 anyone to whom we, or our service providers, are required or authorised by law to disclose 

your personal informaƟon to (for example, law enforcement agencies, Australian and 
internaƟonal government and regulatory authoriƟes). 

We may also disclose the personal informaƟon we hold about our financial advisers and credit 
representaƟves to professional organisaƟons, companies and consultants that we work with. 

The only circumstances in which we would collect, use or disclose your government related 
idenƟfiers is where we are required or authorised by law to do so. For example, we may be required 
to disclose your Tax File Number (TFN) to the Australian TaxaƟon Office, a superannuaƟon or 
reƟrement income product provider. Likewise, we may need to disclose your Medicare number to 
Centrelink in order to assess your social security eligibility. Drivers licence numbers and passport 
numbers may also be collected when we are required to verify your idenƟty. 

Personal informaƟon collected may also be used for direct markeƟng purposes to promote events, 
products or services that may be of relevance to you. Please contact us should you wish not to 
receive direct markeƟng. 
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We strive to ensure that the personal informaƟon that you provide to us is stored safely and 
securely. We take a number of precauƟons to protect the personal informaƟon we hold about you 
from misuse, interference and loss, and from unauthorised access, modificaƟon or disclosure. 

We have a range of pracƟces and policies in place to protect personal informaƟon we hold, including:  

 educaƟng our representaƟves about how to protect your personal informaƟon and updaƟng 
them about cybersecurity developments, threats and scams, 

 requiring our representaƟves to use passwords when accessing our systems, 
 where appropriate, using strict confidenƟality arrangements restricƟng third parƟes’ use or 

disclose of personal informaƟon for any unauthorised purposes, 
 employing physical and electronic means, including access controls (as required) to protect 

against unauthorised access to buildings, 
 employing firewalls, intrusion prevenƟon systems and virus scanning tools to protect against 

unauthorised persons, malware and viruses from entering our systems, 
 some of the systems we use are on dedicated secure networks or transmit electronic data 

via encrypƟon, and 
 providing secure storage for physical records and securing paper files in locked cabinets and 

physical access restricƟons. 

Where personal informaƟon is no longer required, we take steps to de-idenƟfy or destroy the 
informaƟon in a secure manner. This measures are designed to assist in your personal informaƟon 
not being accessed by unauthorised personnel, lost or misused. If you reasonable believe that there 
has been unauthorised use of disclosure of your personal informaƟon, please contact us immediately 
(contact details below). 

 

 

 

If you have any queries or are concerned about how your personal informaƟon has been collected, 
used or disclosed and you wish to make a complaint about a breach of the Australian Privacy 
Principle or the handling of your personal informaƟon by us, please contact the Privacy Officer on 
the informaƟon below: 

Mail  Privacy Officer Simplify Financial Planning 
 PO Box 268, South Fremantle WA 6162 

Email compliance@simplifyfp.com.au  

Website www.simplifyfp.com.au/contact 

We will acknowledge receipt of a complaint immediately, however, where this is not possible, 
acknowledgement will be made as soon as pracƟcable. We will then invesƟgate the complaint and 
respond to you within 45 days. Some complex maƩers may require an extension to thoroughly 
invesƟgate the complaint and bring it to resoluƟon. 
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If you are not fully saƟsfied with our response, you can contact an external body. In cases of privacy 
related complaints, this is generally the Office of the Australian InformaƟon Commissioner (OAIC). 
The contact details for OAIC are: 

Mail  GPO Box 5218 
 Sydney NSW 2001 

Phone 1300 363 992 

Email enquiries@oaic.gov.au  

Website www.oaic.gov.au 

 


